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Corrigendum-I Dated 06-Jan-2022  
RFP no. SBI/GITC/Platform Engineering-I/2021/2022/809 Dated: 06-Dec-2021  

for PROCUREMENT OF COMPREHENSIVE ENDPOINT SECURITY SOLUTION FOR 
 STATE BANK GROUP 

Sr No. RFP 
Page 
No. 

RFP 
Clause No. 

Existing Clause Revised Clause 

1 100 157 The proposed server security 
solution must support multiple 
platforms of server operating 
systems i.e., Windows and non-
windows i.e., Mac OS, Unix, 
Linux-Red Hat, CentOS, Oracle, 
Debian, SUSE, Ubuntu, Solaris, 
AIX, Amazon Linux, Cloud Linux 
and any other existing or 
new/upgraded OS flavors during 
the contract period. Server 
security Solution must support 
the following indicative list of 
server operating system but not 
limited to: 
• Microsoft Windows Server 
2008 &2008 R2, 2012 & 2012 
R2, 2016, 2019. 
• RHEL 6, 7, 8. 
• CentOS 6, 7, 8. 
• Ubuntu 16,18,20 

The proposed server security solution must 
support multiple platforms of server 
operating systems i.e., Windows and non-
windows i.e., Unix, Linux-Red Hat, CentOS, 
Oracle, Debian, SUSE, Ubuntu, Solaris, 
AIX, Amazon Linux, Cloud Linux and any 
other existing or new/upgraded OS flavors 
during the contract period. Server security 
Solution must support the following 
indicative list of server operating system but 
not limited to: 
• Microsoft Windows Server 2008 &2008 
R2, 2012 & 2012 R2, 2016, 2019. 
• RHEL 6, 7, 8. 
• CentOS 6, 7, 8. 
• Ubuntu 16,18,20 
• Debian 8,9,10 
• Solaris 10.0,11.0,11.1,11.2,11.3,11.4 
• Oracle Linux 6,7,8 
• AIX 6.1,7.1,7.2 
• SUSE Linux 12,15 
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• Debian 8,9,10 
• Solaris 
10.0,11.0,11.1,11.2,11.3,11.4 
• Oracle Linux 6,7,8 
• AIX 6.1,7.1,7.2 
• SUSE Linux 12,15 
• HP UX all versions 
• MAC OS all versions 
Any other legacy, existing and 
new OS in Bank during contract 
period. Solution should support 
protection of physical as well as 
virtual instance of all servers OS 
flavors. 

• HP UX all versions (Bank may adopt the 
feature and functionality available with finally 
selected OEM for HP UX). 
 
Any other legacy, existing and new OS in 
Bank during contract period. Solution should 
support protection of physical as well as 
virtual instance of all servers OS flavors. 

2 121 13 Solution should be capable in 
Prevention of changes to critical 
files related to OS and 
Databases. 

Solution should be capable in monitoring 
and generating alerts of changes to critical 
files related to OS and Databases. It is 
desirable, that solution should be capable in 
Prevention of changes to critical files related 
to OS and Databases. 

3 02 Schedule of 
Events. 
Point no.06 

Last Date and Time for Bid 
Submission Up to 16:00 Hrs. 
10.01.2022 

Last Date and Time for Bid Submission 
Up to 16:00 Hrs. 13.01.2022. 
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4 08 Schedule of 
Events. 
Point no.08 

Date and Time of opening of 
Technical Bids 17:00 Hrs. on 
10.01.2022 
 

Date and Time of opening of Technical Bids 
17:00 Hrs. On 13.01.2022 
 

 

************ End of Document*********** 


